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We verify links and attachments within emails or text messages

We update software apps to the latest version ASAP after being notified

We only collect necessary customer data

We use email filters to block malicious content

We use two-factor or multi-factor authentication on main accounts

We use cyber security software solutions (anti-virus, VPNs)

We use different passwords

We regularly back up our data

We use strong passwords for main accounts

We have user access controls in place

We change default password settings on devices

We verify invoice and payment changes via an alternative contact method

We stay up-to-date with official online security advice

We use a password manager

We set up logs/alerts for organisation environment changes

We have an incident response plan in place

2024 Importance (very important) 2024 Actions taken (Always or almost always)
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